
Sample Topics Covered:
1ST  DAY - Third Party Vendors And Gdpr Implications

Understanding of GDPR implications when dealing with
third party vendors

Classification of third party vendors: Data Controllers, Joint 
Controllers and Data Processors

Practical examples in real life business relationships

Data controller’s obligations when engaging a data processor

Learn how to build an effective privacy framework

Data processors’ risk assessment

What action to be taken if data are transferred outside the EU

2ND  DAY - Accountability And Risk Based Approach 
Under GDPR

Understanding of the “Accountability” and “Security” Principles 
under GDPR

What “risk” means under GDPR?

What effective steps to take to comply with the GDPR “risk 
based” approach

Risk assessment and DPIA

Remediation and implementation plan

Learn about the organizational and technical measures
(TOM’s) to ensure GDPR compliance

Implementation of effective internal monitoring and auditing 
procedures

GDPR has empowered data subjects by providing them with 
specific rights over their personal data and individuals have 
a right to obtain the information that an organisation holds on 
them. Organisations have a one-month window within which 
to respond and many fail to understand how to deal with 
such requests in an effective and compliant manner. Another 
main talking point of GDPR is its new data breach notification 
requirements. Whilst the act of failing to notify a breach when 
required to do so can result in significant consequences, 
many organisations still tend to only look into their incident 
response practices if and when a breach occurs. There are 
numerous incidents such as cc’ing the wrong person on an 
email or theft of an employee’s laptop out of his vehicle and 
these types of incidents are certainly important. Assessing 
the severity and quantifying the level of risk for each incident 
against the complex breach notification regulations can be 
rather challenging for organisations. This course is intended 
to provide some practical insights into how to meet the 
personal data requests and help your organisation overcome 
the challenges involved, as well as provide a breakdown of 
the actions required for a streamlined and consistent incident 
response management plan.
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General Information

Time: 09:00 - 12:00

Venue: Online

Level: Intermediate

Schedule

Duration:  6 hours 
 

Dates:  27, 28 March

 31 October, 1 November
  

Target Audience

This course is an introductory course and is geared 
towards non-lawyers, DPOs, the general public, 
students, compliance officers, directors, industry 
practitioners and accountants.

Registration fee: €120 per participant

• Full time student (50% discount)
• Senior citizen (50% discount)
• Group booking of 4 or more applicants
 from the same Organisation (10% discount)

Applications are to be made by clicking
the ‘apply now’ button and completing
the online application process.

Vendor Management and
Risk-Based Approach under GDPR

Registration

Course 226

Payments by bank transfer 

Bank: Bank of Valletta plc
IBAN Code MT04VALL22013000000040025119059
IBAN BIC: VALLMTMT 

Kindly insert your NAME, SURNAME, ID CARD NUMBER 
and COURSE NUMBER in the transaction narrative.

This application is to be accompanied by payment or proof 
of payment by bank transfer.

Malta Stock Exchange Institute Ltd.
Garrison Chapel, 
Castille Place, 
Valletta VLT 1063, 
Malta  
 
website: www.borzamalta.com.mt 
email: msei@borzamalta.com.mt
tel: +356 21 244 051  

Cheques to be made payable to: Malta Stock Exchange Institute Ltd.

Lecturer

Dr Erika Criscone

Erika is a consultant in the Nextgen Advisory service of 
RSM Malta, specialized in privacy and GDPR.

She is a qualified lawyer with a diverse background 
ranging from tax, insurance and privacy and she 
has gained international experience across different 
jurisdictions, working both for international law firms 
and multinational companies.

She is a member of the “Federprivacy Italian 
Association”. She obtained a Professional Certificate 
in GDPR Administration from the National University 
of Ireland and further qualifications as a Privacy expert 
with Federprivacy and a Diploma in Data Protection & 
Cyber Security with Toplegal Italian Academy.

As a part of her role in the firm, she leads in GDPR 
engagements and in the DPO outsourced services to 
various clients from different sectors and sizes. She 
provides guidance and oversight on all aspects of 
privacy and data protection matters.


